
Medifast only seeks information for job applications through the following channels: 
 

• LinkedIn, Indeed, the Company’s career page 

• Legitimate Medifast recruiters will always contact you from an email address ending in 

“@medifastinc.com.”  

 
Keep in mind the following: 

• Medifast will never ask job applicants for money transfers or payments of any kind. 

• Medifast will never require you to provide sensitive personal information such as your 
driver’s license, social security number, passport information, banking information, or 
credit card number during the interview or application phase.  Medifast also will never 
require you to provide such information via phone or text. 

• Be wary of unsolicited communications from an individual or website in which you are 
unfamiliar or whose domain name is inconsistent with Medifast. 

• Be wary of unsolicited communications where the individual claims to have seen your 
resume on a site with which you are not familiar.  

• Medifast will not ask you to communicate or interview on third party messaging 
applications such as WhatsApp, Telegram App, or Wire. 

• Medifast does not conduct job interviews via Google Chat or Google Hangouts. 
 
If you have any concerns, receive suspicious communications that reference Medifast, or believe 
you have been a victim of recruitment fraud, please contact us as well as the local authorities or 
the Federal Trade Commission.  Learn more via the Federal Trade Commission. 
 

https://recruiting.ultipro.com/JAS1000MEDI/JobBoard/60d9a655-21fa-4a67-8ada-b90f31adc99e/?q=&o=postedDateDesc&w=&wc=&we=&wpst=
mailto:crivera@CANNONDESIGN.COM
https://www.consumer.ftc.gov/articles/job-scams

